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Strengths
Demand
I have been working with higher education instructors and administrators for many years to help create online materials for both on-ground and online courses.  One thing that consistently comes up as a major concern, and a growing concern, is the issue of student cheating.  This cheating comes in many forms, and with the incredible rise in online courses, a new challenge comes for instructors who want to conduct more of their assessment online, using online tools to do so, but they cannot confirm that the student answering the questions is who they say they are.  
It is reported that one of the biggest issues with online cheating in assessments is that students will have someone else write the test on their behalf, and this is extremely difficult for the institution to prove.  I believe that this type of technology would be able to help with this issue as iris scanning is very simple to do and can be done as often as required throughout an exam, before posting to a discussion forum, in order to participate in quizzes, etc.  If a student was still motivated to cheat by using a proxy to participate in the course, this technology would make it very difficult and costly as they would be required to be physically with this person whenever they were participating in the course.
Weaknesses

Privacy

I discussed privacy concerns in my presentation and ways that the company would work to alleviate these concerns, but in actuality I believe that privacy would be a primary reason for schools to have justified concerns in implementing a biometric identity system.  

Perhaps this type of technology is before its time in some ways, because when you research into the various uses for this type of technology (some of them are outlined in the University of Cambridge slide) it is not hard to imagine that this type of identity system will be in place at some point in the near future.  With identity theft on the rise, some industries such as banking will almost certainly start to use these types of systems to help control the inevitable increase of false identity and fraud.

Perhaps once biometrics, such as iris scanning, begin to become more commonplace in banking, travel and government, it would be more readily accepted in an educational environment.  A reprisal of extreme legislation such as the Patriot Act in the US might also help this type of technology to be more acceptable, as it was the enactment of this Act which precipitated the creation of many of the restrictive privacy laws around the world.
Costs
Currently the costs for Iris Scanning technology are very high, so again this type of technology might be ahead of its time.  Several companies are working on lower cost alternative scanners and as this technology is more widely used expensive scanner costs will almost certainly come down, but at the current costs scanning for thousands of students would be unattainable.
